Introduction to
EU Internet Law







JAN TRZASKOWSKI, ANDRE] SAVIN,
PATRIK LINDSKOUG & BJORN LUNDQVIST

Introduction to
EU Internet Law

ExTuto

PUBLISHING

www.extuto.com




Jan Trzaskowski, Andrej Savin, Patrik Lindskoug & Bjorn Lundqvist
Introduction to EU Internet Law
Third edition, first imprint

This book was published in August 2023 by Ex TuTo PUBLISHING A/S. Design and
typesetting by MERE.INFO A/S, which has used LibreOffice for Linux and the typefaces
Baskerville Original and Cronos designed in 2000 and 1996 by FRANTISEK STORM and
ROBERT SLIMBACH, respectively. The book is printed in Denmark on Munken Pure
120 g/m?* by NARAYANA PRrEss, and the binding is carried out by BUCHBINDEREI S.R. BUGE
GmBH.

We have made this book from FSC-certified paper to support sustainable forest
management.

Copyright © 2023 the authors
Printed in Denmark 2023
ISBN 978-87-420-0068-7

Ex Tuto Publishing A/S
Toldbodgade 55, 1.
DK-1253 Kgbenhavn K
WWW.extuto.com

MIX

Paper from
responsible sources

Ewiscarg FSC® C010651

FairPublishing



10

11

Outline Contents

Law, Internet and the European Union
Jan Trzaskowski

Platform Regulation
Andrej Savin

27

Freedom of Expression, Content Control and ISP Liability 53

Andrej Savin

Privacy and Personal Data
Jan Trzaskowski

The Internal Market
Andrej Savin

Competition Law
Bjorn Lundquist

Marketing Law
Jan Trzaskowski

Intellectual Property Law
Bjorn Lundquist

Contract Law
Patrik Lindskoug

Performance of Contracts: Sales Law and Payments
Andrej Savin

Jurisdiction and Applicable Law
Patrik Lindskoug

95

173

207

287

345

403

431

463






Contents

Preface
Abbreviations

Law, Internet and the European Union
1.1.  What is (EU) law?

1.1.1.  Regulating human behaviour

1.1.2.  The ordinary legislative procedure
1.2.  Interpretation and assessment

1.2.1.  Sources of law

1.2.2.  Teleological interpretation

1.2.3.  Assessment

1.2.4.  The Court of Justice of the European Union (CJEU)
1.3. A brief introduction to the Information Society

1.3.1.  Models and layers of communication

13.2.  Cyberspace and EU internet law

1.3.2.1.  Information society services

1.4.  How to find sources of EU law

Platform Regulation
2.1.  Traditional approach
2.1.1.  Regulatory choices
2.1.2.  Siloed structure
2.1.3.  The E-Commerce Directive
2.2. Regulating platforms: asymmetric regulation
2.2.1.  The DSA and the New Regulatory Order
2.2.2.  Platforms in the DSA
2.23.  Very large online actors in the DSA and risk-based approach
2.3. Exante regulation
2.3.1. DMA operation
2.4.  Sector-specific approach: cybersecurity
2.4.1.  NIS2 and risk-based compliance
2.5. Sector-specific approach: Al
2.6. Sector-specific approach: data

XV

XVii

N
N DN O OGO UV DWW WN  =-

N
w

27
28
28
29
31
32
33
35

40
41
44
45
48
51

VI



| CONTENTS

3 Freedom of Expression, Content Control and ISP Liability 53

3.1.  Freedom of expression 56
3.1.1.  The constitutional background 56
3.1.2.  The United States—First Amendment and the internet 58
3.1.3.  Freedom of expression in the case law of the CJEU
and the ECtHR 62
3.1.3.1.  CJEU cases 62
3.1.3.2.  ECtHR cases 65
3.2.  Content control 69
3.2.1.  EU policy on illegal and harmful content on the internet 70
3.22.  Hate speech 72
3.2.3. EMFA 75
3.2.4.  AVMS Directive 76
3.2.5. Defamation 78
3.26.  Sexually explicit speech 80
3.2.7.  Filtering 81
3.2.8.  TERREG proposal 84
3.3. ISP liability 85
3.3.1.  The basic rules 85
3.3.2. The CJEU case law 88
3.4. Concluding remarks 93
4 Privacy and Personal Data 95
4.1.  Privacy and personal data 95
4.1.1.  Fundamental rights and freedoms 98
4.2. The legal framework for processing personal data 101
4.2.1.  Key actors 104
4.2.1.1.  Data subject 104
4.2.1.2. Data controller 104
4.2.1.3. Data processor 105
4.2.1.4. Recipient and third party 106
4.3.  Scope of application 107
4.3.1.  Material scope 107
4.3.1.1.  Personal data 109
4.3.1.2.  Processing 113
4.3.2.  Territorial scope 113
4.4. Lawful processing of personal data 114
4.4.1.  Principles relating to processing of personal data 115
4.4.1.1.  Lawfulness, fairness and transparency 115
4.4.1.2.  Purpose limitation 116
4.4.1.3. Data minimisation 117
4.4.1.4. Accuracy 118
4.4.1.5. Storage limitation 118
4.4.1.6. Integrity and confidentiality 118
4.4.2.  Legitimate basis for the processing of personal data 119
4.42.1. Consent—Article 6(1)(a) 122
4.42.1.1.  Genuine choice 126

VI



4.5.

4.6.

4.7.

4.8.
4.9.

4.10.

4.4.2.1.2. Informed choice
4.4.2.1.3. Children
4.43.  Performance of a contract—Article 6(1)(b)
4.4.4.  Legal obligations—Article 6(1)(c)
4.45.  Vital interests—Article 6(1)(d)
4.4.6.  Public interest—Article 6(1)(e)
4.4.7.  Legitimate interests—Article 6(1)(f)
4.47.1. A balancing test
4.4.7.2. Personalised marketing on social media
4.4.8. Cookies
General obligations and responsibilities
4.5.1.  Using a data processor
4.5.2.  Data protection by design and by default
4.5.3.  Security of processing (‘security by design’)
4.5.3.1.  Personal data breach
Other measures to ensure compliance
4.6.1.  Records of processing activities
4.6.2.  Data protection impact assessment (DPIA)
4.6.3.  Codes of conduct
4.6.4.  Data protection officer (DPO)
The data subject’s rights
4.7.1.  Right to information (transparency)
4.7.2.  Right of access
4.7.3. Right to rectification, erasure and restriction
4.7.4.  The right to be forgotten: the Google Spain case
4.7.5.  Right to data portability
4.7.6.  Right to object
4.7.7.  Right to complain
Automated individual decision-making, including profiling
Transfer to third countries
49.1.  Adequacy decision
49.2.  Appropriate safeguards
4.9.2.1. Binding corporate rules
4.9.2.2. Contractual clauses
4.9.3.  Derogations for specific situations
Supervision and enforcement
4.10.1. European Data Protection Board (EDPB)
4.10.2. National supervisory authorities
4.10.3. Cooperation and consistency
Remedies
4.11.1.  Fines
4.11.2. Liability

CONTENTS

129
130
130
131
131
131
131
132
133
134
137
138
139
140
141
144
145
146
148
149
150
150
153
154
156
158
159
160
160
162
163
164
166
167
167
168
168
168
170
171
171
172



| CONTENTS

The Internal Market 173
5.1.  The context 173
5.2.  The policy framework 176
5.3.  Mapping the institutional ecology—who writes the laws? 179
5.3.1.  National laws 184
5.3.2.  The four freedoms 185
5.3.3.  Harmonisation through secondary law 190
5.3.4.  Other forms of regulation 194
5.3.5.  EU telecommunications regulation 197
5.3.6.  Net neutrality 199
5.3.7.  Convergence between telecommunications, services and media202
5.4. Concluding remarks 204
Competition Law 207
6.1. Competition law within the Internal Market 207
6.2. Background 209
6.3.  When is EU competition law applicable? 210
6.4. The prohibition of anticompetitive agreements 214
6.4.1.  Agreement, decision by associations of undertakings
or concerted practice 216
6.42.  Object or effect of the prevention, restriction or distortion
of competition within the Internal Market 224
6.5. Anticompetitive effect and the exemptions under Article 101(3) TFEU 228
6.6. Agreements, data and the internet 233
6.6.1.  Distribution and e-commerce 233
6.6.2.  Exchange of data 236
6.7. The notion of ‘undertaking’ and the principle of economic unity 240
6.8. Abuse of dominance 242
6.8.1.  Introduction 242
6.8.2. Internet, data and dominance 244
6.8.3.  Abuse of dominant position 248
6.8.3.1. Leveraging including and self-preferencing 251
6.8.3.2.  Unfair and exclusionary terms 258
6.8.3.3. Interface between competition law and GDPR,
including privacy 258
6.8.4.  Are any agreements and conducts in violation of
Article 102 TFEU automatically void? 264
6.9. Mergers and acquisitions from a competition law perspective 264
6.10. The Digital Markets Act 269
Marketing Law 287
7.1.  Markets and marketing 287
7.1.1.  Consumer protection 290
7.2.  General information requirements 291
7.2.1.  Price indications 294
7.3.  The Unfair Commercial Practices Directive (UCPD) 297
7.3.1.  Scope of application and interpretation 297



7.4.

7.5.

7.6.

7.7.
7.8.
7.9.

CONTENTS

7.3.1.1.  Digital services and digital content
7.3.1.2.  Taste and decency
The prohibition of unfair commercial practices
7.4.1.  The requirements of professional diligence
7.42.  Economic effect
7.4.2.1.  The average consumer
7.4.2.2.  Vulnerable consumers
Misleading commercial practices
7.5.1.  Misleading actions
7.52.  Misleading omissions
7.5.2.1. Limitations in time and space
7.5.2.2. Identification of commercial intent
7.5.2.3. Invitation to purchase
7.53.  Disclosure of ranking criteria
Aggressive commercial practices
7.6.1.  Manipulative commercial practices
7.6.1.1.  ‘Dark patterns’ and the Digital Services Act (DSA)
7.6.2.  Subliminal marketing
7.6.3.  Exploitation
7.6.4.  Privacy-infringing commercial practices
7.6.4.1. Messages in social media services
Blacklisted commercial practices
Comparative advertising
Full harmonisation
7.9.1.  Assessment by national courts

Intellectual Property Law

8.1.
8.2.

8.3.
8.4.
8.5.
8.6.

8.7.
8.8.
8.9.
8.10.
8.11.

8.12.

Introduction

EU and Member State intellectual property laws

82.1.  Patents and Design

8.2.2.  Trade marks and copyright

IPRs share three common features

Exhaustion of intellectual property rights

Exhaustion and the internet

Intellectual property and the digital world of the EU

8.6.1.  Introduction

8.6.2.  The Copyright and Information Society Directive (InfoSoc)

8.6.3.  The exemptions

8.6.4.  Protection against the circumvention of any effective
technological measures

The DSM Directive

The Intellectual Property Rights Enforcement Directive (IPRED)

Trade mark law and the internet

Domain names and the Trade Mark Directive

Other EU directives and rules referring to intellectual property law

and trade secrets

Internet, data and databases

299
300
301
302
304
305
307
308
308
309
310
311
312
314
315
317
319
323
324
324
327
329
335
340
342

345
345
347
349
351
352
352
355
357
357
359
370

375
379
384
387
394

394
395

Xl



| CONTENTS

9 Contract Law 403
9.1.  Introduction 403
9.2. Comparative contract law 404
9.3. International instruments 405
9.4.  Formation of contracts 406

9.4.1.  The basic steps 406

9.4.2.  Offer and acceptance—additional aspects 409

9.5. The relevance for electronic contracts 409
9.6. The competence of the parties to enter into a contract 411
9.7.  Effects of the contract 412
9.8.  The E-Commerce Directive 413
9.9. Consumer protection 416
9.9.1.  Introduction 416

9.9.2.  The Unfair Contract Terms Directive (UCTD) 417

9.9.3.  Directive on Consumer Rights 420

9.9.4.  The Digital Single Market Strategy for Europe 426
9.9.4.1. Background 426

9.9.4.2. The Digital Content Directive 427

9.9.43. The Sale of Goods Directive 428

10  Performance of Contracts: Sales Law and Payments 431

10.1. Sale of Goods Directive 434
10.1.1.  Rights and obligations 435
10.1.2. Consumer contracts 437
10.1.3. Remedies 439

10.2. Supply of Digital Content and Digital Services Directive 443
10.2.1.  What are digital services? 443
10.2.2. Rights and obligations 445

10.3. Examples of performance issues in some digital media contracts 450
10.3.1. Hosting 450
10.3.2. Non-Disclosure Agreement (NDA) 451
10.3.3. Terms of Use and Privacy Policies 452
10.3.4. Downloads, software supply, content supply 454

10.4. Payment in electronic contracts 455
10.4.1. E-Money Directive 455
10.4.2. Payment Services Directive 2 458
10.4.3. Fraudulent transactions 460

Xl



11 Jurisdiction and Applicable Law
11.1. Introduction
11.2. Jurisdiction

Background

The scope of the Brussels | Bis Regulation

The principal rule, forum domicilii

Special jurisdiction

11.2.1.
11.2.2
11.2.3.
11.2.4.

11.2.5.
11.2.6.
11.2.7.
11.2.8.
11.2.9.

11.3.1.

11.3.2

11.2.4.1.
11.2.4.2.
11.2.4.3.

Introduction
Forum solutionis
Forum delicti

Jurisdiction over consumer contracts
Exclusive jurisdiction

Prorogation

Lis pendens

Recognition and enforcement

11.3. Applicable law
Contractual obligations, the Rome | Regulation

11.3.1.1.
11.3.1.2.
11.3.1.3.
11.3.1.4.
11.3.15.
11.3.1.6.
11.3.1.7.
11.3.1.8.

Introduction

Material scope

Universal application

Freedom of choice

Applicable law in the absence of choice
Consumer contracts

Formal validity

Relationship to other instruments

Non-contractual obligations, the Rome Il Regulation

11.3.2.1.
11.3.2.2.
11.3.2.3.
11.3.2.4.
11.3.25.
11.3.2.6.

11.4. ADR and ODR

Introduction

Universal application

The general rule

Infringement of intellectual property rights
Freedom of choice

Relation to other instruments

11.4.1. Introduction
11.4.2. The Directive on Alternative Dispute Resolution
11.43. Regulation on Online Dispute Resolution
11.4.4. Concluding remarks
Table of Cases (CJEU)
Index

CONTENTS

463
463
465
465
466
467
468
468
469
476
484
489
492
494
494
495
495
495
495
496
497
498
501
505
506
507
507
508
508
509
510
511
512
512
513
515
519

521

529

Xl



	Outline Contents
	Contents
	Preface
	Abbreviations
	Law, Internet and the European Union
	1.1. What is (EU) law?
	1.1.1. Regulating human behaviour
	1.1.2. The ordinary legislative procedure

	1.2. Interpretation and assessment
	1.2.1. Sources of law
	1.2.2. Teleological interpretation
	1.2.3. Assessment
	1.2.4. The Court of Justice of the European Union (CJEU)

	1.3. A brief introduction to the Information Society
	1.3.1. Models and layers of communication
	1.3.2. Cyberspace and EU internet law
	1.3.2.1. Information society services


	1.4. How to find sources of EU law

	Platform Regulation
	2.1. Traditional approach
	2.1.1. Regulatory choices
	2.1.2. Siloed structure
	2.1.3. The E-Commerce Directive

	2.2. Regulating platforms: asymmetric regulation
	2.2.1. The DSA and the New Regulatory Order
	2.2.2. Platforms in the DSA
	2.2.3. Very large online actors in the DSA and risk-based approach

	2.3. Ex ante regulation
	2.3.1. DMA operation

	2.4. Sector-specific approach: cybersecurity
	2.4.1. NIS2 and risk-based compliance

	2.5. Sector-specific approach: AI
	2.6. Sector-specific approach: data

	Freedom of Expression, Content Control and ISP Liability
	3.1. Freedom of expression
	3.1.1. The constitutional background
	3.1.2. The United States—First Amendment and the internet
	3.1.3. Freedom of expression in the case law of the CJEU and the ECtHR
	3.1.3.1. CJEU cases
	3.1.3.2. ECtHR cases


	3.2. Content control
	3.2.1. EU policy on illegal and harmful content on the internet
	3.2.2. Hate speech
	3.2.3. EMFA
	3.2.4. AVMS Directive
	3.2.5. Defamation
	3.2.6. Sexually explicit speech
	3.2.7. Filtering
	3.2.8. TERREG proposal

	3.3. ISP liability
	3.3.1. The basic rules
	3.3.2. The CJEU case law

	3.4. Concluding remarks

	Privacy and Personal Data
	4.1. Privacy and personal data
	4.1.1. Fundamental rights and freedoms

	4.2. The legal framework for processing personal data
	4.2.1. Key actors
	4.2.1.1. Data subject
	4.2.1.2. Data controller
	4.2.1.3. Data processor
	4.2.1.4. Recipient and third party


	4.3. Scope of application
	4.3.1. Material scope
	4.3.1.1. Personal data
	4.3.1.2. Processing

	4.3.2. Territorial scope

	4.4. Lawful processing of personal data
	4.4.1. Principles relating to processing of personal data
	4.4.1.1. Lawfulness, fairness and transparency
	4.4.1.2. Purpose limitation
	4.4.1.3. Data minimisation
	4.4.1.4. Accuracy
	4.4.1.5. Storage limitation
	4.4.1.6. Integrity and confidentiality

	4.4.2. Legitimate basis for the processing of personal data
	4.4.2.1. Consent—Article 6(1)(a)
	4.4.2.1.1. Genuine choice
	4.4.2.1.2. Informed choice
	4.4.2.1.3. Children


	4.4.3. Performance of a contract—Article 6(1)(b)
	4.4.4. Legal obligations—Article 6(1)(c)
	4.4.5. Vital interests—Article 6(1)(d)
	4.4.6. Public interest—Article 6(1)(e)
	4.4.7. Legitimate interests—Article 6(1)(f)
	4.4.7.1. A balancing test
	4.4.7.2. Personalised marketing on social media

	4.4.8. Cookies

	4.5. General obligations and responsibilities
	4.5.1. Using a data processor
	4.5.2. Data protection by design and by default
	4.5.3. Security of processing (‘security by design’)
	4.5.3.1. Personal data breach


	4.6. Other measures to ensure compliance
	4.6.1. Records of processing activities
	4.6.2. Data protection impact assessment (DPIA)
	4.6.3. Codes of conduct
	4.6.4. Data protection officer (DPO)

	4.7. The data subject’s rights
	4.7.1. Right to information (transparency)
	4.7.2. Right of access
	4.7.3. Right to rectification, erasure and restriction
	4.7.4. The right to be forgotten: the Google Spain case
	4.7.5. Right to data portability
	4.7.6. Right to object
	4.7.7. Right to complain

	4.8. Automated individual decision-making, including profiling
	4.9. Transfer to third countries
	4.9.1. Adequacy decision
	4.9.2. Appropriate safeguards
	4.9.2.1. Binding corporate rules
	4.9.2.2. Contractual clauses

	4.9.3. Derogations for specific situations

	4.10. Supervision and enforcement
	4.10.1. European Data Protection Board (EDPB)
	4.10.2. National supervisory authorities
	4.10.3. Cooperation and consistency

	4.11. Remedies
	4.11.1. Fines
	4.11.2. Liability


	The Internal Market
	5.1. The context
	5.2. The policy framework
	5.3. Mapping the institutional ecology—who writes the laws?
	5.3.1. National laws
	5.3.2. The four freedoms
	5.3.3. Harmonisation through secondary law
	5.3.4. Other forms of regulation
	5.3.5. EU telecommunications regulation
	5.3.6. Net neutrality
	5.3.7. Convergence between telecommunications, services and media

	5.4. Concluding remarks

	Competition Law
	6.1. Competition law within the Internal Market
	6.2. Background
	6.3. When is EU competition law applicable?
	6.4. The prohibition of anticompetitive agreements
	6.4.1. Agreement, decision by associations of undertakings or concerted practice
	6.4.2. Object or effect of the prevention, restriction or distortion of competition within the Internal Market

	6.5. Anticompetitive effect and the exemptions under Article 101(3) TFEU
	6.6. Agreements, data and the internet
	6.6.1. Distribution and e-commerce
	6.6.2. Exchange of data

	6.7. The notion of ‘undertaking’ and the principle of economic unity
	6.8. Abuse of dominance
	6.8.1. Introduction
	6.8.2. Internet, data and dominance
	6.8.3. Abuse of dominant position
	6.8.3.1. Leveraging including and self-preferencing
	6.8.3.2. Unfair and exclusionary terms
	6.8.3.3. Interface between competition law and GDPR, including privacy

	6.8.4. Are any agreements and conducts in violation of Article 102 TFEU automatically void?

	6.9. Mergers and acquisitions from a competition law perspective
	6.10. The Digital Markets Act

	Marketing Law
	7.1. Markets and marketing
	7.1.1. Consumer protection

	7.2. General information requirements
	7.2.1. Price indications

	7.3. The Unfair Commercial Practices Directive (UCPD)
	7.3.1. Scope of application and interpretation
	7.3.1.1. Digital services and digital content
	7.3.1.2. Taste and decency


	7.4. The prohibition of unfair commercial practices
	7.4.1. The requirements of professional diligence
	7.4.2. Economic effect
	7.4.2.1. The average consumer
	7.4.2.2. Vulnerable consumers


	7.5. Misleading commercial practices
	7.5.1. Misleading actions
	7.5.2. Misleading omissions
	7.5.2.1. Limitations in time and space
	7.5.2.2. Identification of commercial intent
	7.5.2.3. Invitation to purchase

	7.5.3. Disclosure of ranking criteria

	7.6. Aggressive commercial practices
	7.6.1. Manipulative commercial practices
	7.6.1.1. ‘Dark patterns’ and the Digital Services Act (DSA)

	7.6.2. Subliminal marketing
	7.6.3. Exploitation
	7.6.4. Privacy-infringing commercial practices
	7.6.4.1. Messages in social media services


	7.7. Blacklisted commercial practices
	7.8. Comparative advertising
	7.9. Full harmonisation
	7.9.1. Assessment by national courts


	Intellectual Property Law
	8.1. Introduction
	8.2. EU and Member State intellectual property laws
	8.2.1. Patents and Design
	8.2.2. Trade marks and copyright

	8.3. IPRs share three common features
	8.4. Exhaustion of intellectual property rights
	8.5. Exhaustion and the internet
	8.6. Intellectual property and the digital world of the EU
	8.6.1. Introduction
	8.6.2. The Copyright and Information Society Directive (InfoSoc)
	8.6.3. The exemptions
	8.6.4. Protection against the circumvention of any effective technological measures

	8.7. The DSM Directive
	8.8. The Intellectual Property Rights Enforcement Directive (IPRED)
	8.9. Trade mark law and the internet
	8.10. Domain names and the Trade Mark Directive
	8.11. Other EU directives and rules referring to intellectual property law and trade secrets
	8.12. Internet, data and databases

	Contract Law
	9.1. Introduction
	9.2. Comparative contract law
	9.3. International instruments
	9.4. Formation of contracts
	9.4.1. The basic steps
	9.4.2. Offer and acceptance—additional aspects

	9.5. The relevance for electronic contracts
	9.6. The competence of the parties to enter into a contract
	9.7. Effects of the contract
	9.8. The E-Commerce Directive
	9.9. Consumer protection
	9.9.1. Introduction
	9.9.2. The Unfair Contract Terms Directive (UCTD)
	9.9.3. Directive on Consumer Rights
	9.9.4. The Digital Single Market Strategy for Europe
	9.9.4.1. Background
	9.9.4.2. The Digital Content Directive
	9.9.4.3. The Sale of Goods Directive



	Performance of Contracts: Sales Law and Payments
	10.1. Sale of Goods Directive
	10.1.1. Rights and obligations
	10.1.2. Consumer contracts
	10.1.3. Remedies

	10.2. Supply of Digital Content and Digital Services Directive
	10.2.1. What are digital services?
	10.2.2. Rights and obligations

	10.3. Examples of performance issues in some digital media contracts
	10.3.1. Hosting
	10.3.2. Non-Disclosure Agreement (NDA)
	10.3.3. Terms of Use and Privacy Policies
	10.3.4. Downloads, software supply, content supply

	10.4. Payment in electronic contracts
	10.4.1. E-Money Directive
	10.4.2. Payment Services Directive 2
	10.4.3. Fraudulent transactions


	Jurisdiction and Applicable Law
	11.1. Introduction
	11.2. Jurisdiction
	11.2.1. Background
	11.2.2. The scope of the Brussels I Bis Regulation
	11.2.3. The principal rule, forum domicilii
	11.2.4. Special jurisdiction
	11.2.4.1. Introduction
	11.2.4.2. Forum solutionis
	11.2.4.3. Forum delicti

	11.2.5. Jurisdiction over consumer contracts
	11.2.6. Exclusive jurisdiction
	11.2.7. Prorogation
	11.2.8. Lis pendens
	11.2.9. Recognition and enforcement

	11.3. Applicable law
	11.3.1. Contractual obligations, the Rome I Regulation
	11.3.1.1. Introduction
	11.3.1.2. Material scope
	11.3.1.3. Universal application
	11.3.1.4. Freedom of choice
	11.3.1.5. Applicable law in the absence of choice
	11.3.1.6. Consumer contracts
	11.3.1.7. Formal validity
	11.3.1.8. Relationship to other instruments

	11.3.2. Non-contractual obligations, the Rome II Regulation
	11.3.2.1. Introduction
	11.3.2.2. Universal application
	11.3.2.3. The general rule
	11.3.2.4. Infringement of intellectual property rights
	11.3.2.5. Freedom of choice
	11.3.2.6. Relation to other instruments


	11.4. ADR and ODR
	11.4.1. Introduction
	11.4.2. The Directive on Alternative Dispute Resolution
	11.4.3. Regulation on Online Dispute Resolution
	11.4.4. Concluding remarks


	Table of Cases (CJEU)
	Index

